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First, you will need to set up your practice group and email with an Identity Provider. We support many different

Identity Providers. Below, you can find helpful references for setting up SSO with some of the Identity Providers we

support, such as Google, Microsoft Azure, and Okta. 

Google SAML SSO 

Microsoft Azure SAML SSO 

Okta SAML SSO

Download the IDP Metadata, send it in a support ticket to DrChrono, and include the IDP Metadata, routing name,

and email domain name. We support multiple domains. The subject line of the support ticket should be "SSO

Dashboard."

DrChrono will send back some information:

a. entityID: https://app.drchrono.com/sso/saml/{routing_name}/metadata/ 

b. ACS URL: https://app.drchrono.com/sso/saml/{routing_name}/acs/ 

c. Initial User/Start URL: https://app.drchrono.com/sso/saml/{routing_name}/login/

User Setup

https://support.google.com/a/answer/6087519?hl=en
https://learn.microsoft.com/en-us/entra/identity/enterprise-apps/add-application-portal-setup-sso
https://developer.okta.com/docs/guides/build-sso-integration/saml2/main/
https://app.drchrono.com/sso/


a. username : The unique identifier for this user. It can either be their email address or their DrChrono

username.

b. email : The user's email address. This must be passed separately even if you used it as the username .

c. first_name : The user's first name. It's best if this and last_name  match DrChrono's records, but they

don't have to.

d. last_name : The user's last name.

e. phone : The user's phone number (optional).

Once this is set up, your users can make SSO requests to DrChrono. Visit How to Request SSO for Your Account to

learn more.

https://drchronosandbox.knowledgeowl.com/help/23990477498395

